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• This certification places Zunder among the most advanced organizations in information security 

management and data protection. 

• It is recognized in over 160 countries and adopted by thousands of business and technology 

organizations worldwide. 

• The certification of the Information Security Management System (ISMS) guarantees the 

confidentiality, integrity, and availability of information across all levels of the organization. 

Zunder, the leading ultra-fast charging operator for electric vehicles in Southern Europe, has obtained the 

ISO/IEC 27001:2022 certification, the most internationally recognized standard for information security 

management. This certification positions Zunder among the most advanced organizations in data 

protection, reinforcing its role as a key technology player in the present and future of electric mobility. 

With this certification, Zunder demonstrates it operates under a robust Information Security Management 

System (ISMS) that ensures the confidentiality, integrity, and availability of the data it manages. The 

certification process included an independent external audit that validates the strength of Zunder’s 

protocols and systems, as well as its organizational culture focused on continuous improvement. 

 



This recognition highlights Zunder’s approach to mobility, which not only includes a leading ultra-fast 

charging infrastructure in Europe and comprehensive 360° electric mobility solutions, but also high 

standards in cybersecurity and data protection. In an increasingly digitalized environment, the company 

implements advanced and responsible technological systems designed to safeguard users’ sensitive 

information and ensure security across all its processes. 

A Commitment to Digital Security 

Information security is a fundamental pillar in the digital ecosystem of electric mobility. From operating 

electric vehicle charging stations and managing the charging network platform to mobile apps, cloud 

services, and third-party relationships, Zunder handles a large volume of sensitive data that must be 

protected from internal and external threats. 

Thanks to the implementation and certification of its Information Security Management System (ISMS), 

Zunder can proactively identify, manage, and mitigate information security risks. This certification also 

reflects an organizational culture centered on continuous improvement, internal training, and the 

implementation of both preventive and corrective measures. 

“Achieving this certification is a milestone that validates the strength of our systems, technological 

developments, and processes. It represents external recognition of the rigor and commitment with which we 

operate. This achievement strengthens the trust of users, partners, and institutions in our ability to operate 

under the highest standards of security and quality, thanks to the joint effort of our Development, Systems, 

and Cybersecurity teams,” said Rubén Cebrián, Chief Technology Officer. 

A Globally Recognized Standard 

The ISO/IEC 27001:2022 standard was developed by the International Organization for Standardization 

(ISO) and the International Electrotechnical Commission (IEC). It defines the requirements for establishing, 

implementing, maintaining, and continuously improving an information security management system. 

Recognized in over 160 countries and adopted by thousands of strategic and technology-driven 

organizations around the world, it places Zunder at the level of major tech companies in terms of security 

management, further reinforcing its position as a key player in electric mobility across Europe. 

 


